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Identification of fake content, be it text, image, audio or video, is a hot topic 
since the rise of modern web and social media. This is because a vast amount of 
information, some of which could be fake, gets created and shared on these 
platforms. A wider dissemination of fake information via social media, news 
sites, and blogs can cause a significant swing to one’s mindset. Although there 
has been a significant progress in multimedia security and forensics research, the 
modern web and social media avenues for creation and sharing of multimedia 
content poses fresh challenges related to fake content identification. 

This is the second edition of the FakeMM workshop (after the first successful 
FakeMM’18 in Miami) and it aims to bring forward further advances in the area 
of fake multimedia in terms of its proactive identification and the prevention of 
spread of such content. We invite latest and high-quality papers presenting or 
addressing issues related to fake multimedia, but not limited to: 

• Fake email detection and prevention. 
• Fake news detection. 
• Fake content detection over social media. 
• Content management policy for news publishers. 
• Content filtering for web. 
• Impact and severity of fake content. 
• Secure models, policies and practices for safe content filtering. 
• Identification and credibility of the author and the publishing source of 

fake content. 
• Fake content alert mechanisms. 

Important Dates 

Paper submission due        December 31, 2018 
Decision notification          January 25, 2019 
Camera ready submission February 8, 2019 

Paper Submission 

Full-length papers of 6 pages in length reporting on original research are 
solicited. The reviewing is double blind and the paper submission link is 
https://cmt3.research.microsoft.com/FAKEMM2019. For detailed instructions 
see http://www.ieee-mipr.org/. 
 
Contact Person: Pradeep Atrey <Email: patrey@albany.edu> 



    

 


